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(q) A record from a system of records 
maintained by the ODNI may be dis-
closed as a routine use to appropriate 
agencies, entities, and persons when: 
The security or confidentiality of in-
formation in the system of records has 
or may have been compromised; and 
the compromise may result in eco-
nomic or material harm to individuals 
(e.g., identity theft or fraud), or harm 
to the security or integrity of the af-
fected information or information 
technology systems or programs 
(whether or not belonging to the ODNI) 
that rely upon the compromised infor-
mation; and disclosure is necessary to 
enable ODNI to address the cause(s) of 
the compromise and to prevent, mini-
mize, or remedy potential harm result-
ing from the compromise. 

(r) A record from a system of records 
maintained by the ODNI may be dis-
closed as a routine use to a Federal, 
state, local, tribal, territorial, foreign, 
or multinational agency or entity or to 
any other appropriate entity or indi-
vidual for any of the following pur-
poses: to provide notification of a seri-
ous terrorist threat for the purpose of 
guarding against or responding to such 
threat; to assist in coordination of ter-
rorist threat awareness, assessment, 
analysis, or response; or to assist the 
recipient in performing authorized re-
sponsibilities relating to terrorism or 
counterterrorism. 

(s) A record from a system of records 
maintained by the ODNI may be dis-
closed as a routine use for the purpose 
of conducting or supporting authorized 
counterintelligence activities as de-
fined by section 401a(3) of the National 
Security Act of 1947, as amended, to 
elements of the Intelligence Commu-
nity, as defined by section 401a(4) of 
the National Security Act of 1947, as 
amended; to the head of any Federal 
agency or department; to selected 
counterintelligence officers within the 
Federal government. 

(t) A record from a system of records 
maintained by the ODNI may be dis-
closed as a routine use to a Federal, 
state, local, tribal, territorial, foreign, 
or multinational government agency or 
entity, or to other authorized entities 
or individuals, but only if such disclo-
sure is undertaken in furtherance of re-
sponsibilities conferred by, and in a 

manner consistent with, the National 
Security Act of 1947, as amended; the 
Counterintelligence Enhancement Act 
of 2002, as amended; Executive Order 
12333 or any successor order together 
with its implementing procedures ap-
proved by the Attorney General; and 
other provisions of law, Executive 
Order or directive relating to national 
intelligence or otherwise applicable to 
the ODNI. This routine use is not in-
tended to supplant the other routine 
uses published by the ODNI. 
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§ 1702.1 Scope and purpose. 

This part sets forth the ODNI policy 
concerning service of process upon the 
ODNI and ODNI employees in their of-
ficial, individual or combined official 
and individual capacities. This part is 
intended to ensure the orderly execu-
tion of ODNI affairs and is not intended 
to impede the legal process. 

§ 1702.2 Definitions. 

For purposes of this part the fol-
lowing terms have the following mean-
ings: 

DNI. The Director of National Intel-
ligence. 

General Counsel. The ODNI’s General 
Counsel, Acting General Counsel or 
Deputy General Counsel. 

ODNI. The Office of the Director of 
National Intelligence and all of its 
components, including, but not limited 
to, the National Counterintelligence 
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